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Abstract of the contribution: This contribution addresses connection establishment for UE-UE relay – Sol#13 and Sol#30 and proposes changes to Sol#13. 

Introduction
Solutions #13 and #30 in TR 23.700-33 both address the connection setup procedure for L2 UE-to-UE relay. This contribution discusses and compares these two solutions, recommends moving forward with Solution #13 with changes to improve its efficiency.
Discussion
Discussion of Solutions #13 and #30
Fundamentally, the key difference between Solutions #13 and #30 is that solution #13 triggers the connection setup based on the DIRECT COMMUNICATION REQUEST message (steps 2 and 3 of Figure 6.13.2-1), while solution #30 triggers the connection setup based on discovery, before the DIRECT COMMUNICATION REQUEST is transmitted (steps 3a and 3b of Figure 6.30.2.1.2-1).
It seems that in solution #30, discovery needs to include information about the available target UEs—otherwise it would force the source UE to establish connections with multiple discoverable relays, while waiting to determine which one could deliver the DCR to the desired target UE. This seems somewhat impractical in terms of what the relay UE advertises; a single relay UE may have potential links to many targets, and it may not be feasible to advertise them all proactively. It seems to make more sense to wait for the DCR before establishing the links with the remote UEs. Accordingly, we prefer the procedure in solution #13.
Proposal 1: proceed with Solution #13. The above should be indicated in the evaluation.
Reuse of DCR for indirect connection
As noted in solution #13, "This DCR message may be used for direct and/or indirect link establishment" (description of step 2 in Figure 6.13.2-1). We understand from this that there may be no need for a separate “end-to-end DCR” transmission; that is:
-	the initial DCR transmission in step 2 triggers the PC5 unicast link establishment between UE1 and the relay (step 6);
-	the forwarded DCR transmission in step 3 triggers the PC5 unicast link establishment between the relay and UE3 (step 4); and 
-	the forwarded DCR transmission in step 3 triggers the PC5 unicast link establishment between UE1 and UE3 (terminating at step 9).
There seems to be no advantage in requiring a second DCR from UE1 to UE3, and we suggest that this reuse of the single DCR as shown above should be documented more explicitly in the solution, if this is the common understanding of this solution.
Proposal 2: Sol#13: A single DCR could be used for connection establishment across UE1, Relay UE and UE3.
Timing of security establishment
The current form of solution #13 has security procedures (step 5) taking place end-to-end between UE1 and UE3 before the establishment of a PC5 unicast link between UE1 and the relay. This order of operations may constrain the RAN2 design for forwarding PC5-S signalling, because it means that the security messages cannot use the adaptation layer between UE1 and the relay (there has been no opportunity to configure it). It also seems that there is no point in establishing security before the individual unicast links have been set up. We therefore suggest that step 5 should be moved to after step 6.
Proposal 3: Sol#13: Security procedures to take place after unicast link establishments.

pCR 23.700-33
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Connection establishment via a L2 UE-to-UE Relay is done after the discovery procedure (i.e. using Discovery messages as defined in clause 6.3 of TS 23.304 [3]) i.e. Models A/B or using the integrated discovery procedure (i.e. using the link establishment procedure as defined in clause 6.4.3.1 of TS 23.304 [3]).
If the discovery procedure is run prior to the link establishment, the source UE determines the UE-to-UE Relay Layer-2 ID to be used to reach the target UE while the target UE Layer-2 ID may be discovered and kept at the UE-to-UE Relay or at the source UE or may not be kept. In the latter case, a broadcast Layer-2 is used when sending the DCR message towards the target UE. In this case, the Target User Info field is used to identify the target UE.
If the integrated discovery mechanism is used, the source UE sends the DCR message to a broadcast Layer-2 ID and the UE-to-UE relay forwards the message using the same value.
Figure 6.13.2-1 shows the unicast link establishment over PC5 reference point via a Layer-2 UE-to-UE Relay.




Figure 6.13.2-1: Connection establishment procedure via Layer-2 UE-to-UE Relay
0.	UE-to-UE Relay registers with the network and specifies its relay capabilities. UE-to-UE Relay is provisioned with relay policy parameters from the network.
1.	The target UEs (i.e. UE2, UE3 and UE4) determine the destination Layer-2 ID (i.e. broadcast Layer-2 ID) for signalling reception for PC5 unicast link establishment as specified in clause 6.4.3.1 of TS 23.304 [3].
2.	On the source UE (i.e. UE1), the application layer provides application information to the ProSe layer for PC5 unicast communication. The application information includes the ProSe Service Info, source UE's Application Layer ID, and may include target UE's Application Layer ID, as specified in clause 6.4.3.1 of TS 23.304 [3].
	ProSe layer triggers the link establishment procedure by sending a Direct Communication Request (DCR) message which includes:
-	Source User Info: the initiating UE's Application Layer ID (i.e. UE1's Application Layer ID).
-	If the ProSe application layer provided the target UE's Application Layer ID in step 2, the following information is included:
-	Target User Info: the target UE's Application Layer ID (i.e. UE2's Application Layer ID).
-	ProSe Service Info: the information about the ProSe identifier(s) requesting Layer-2 link establishment.
-	Security Information: the information for the establishment of security.
	The message is sent using the source Layer-2 ID self-assigned by the source UE and the broadcast Layer-2 ID or the discovered UE-to-UE Relay Layer-2 ID as destination, and includes other parameters related to the application offered, as specified in clause 6.4.3.1 of TS 23.304 [3]. The message may include the target UE Layer-2 ID, if learned during a prior discovery procedure.
	The DCR message is sent without an adaptation layer header. This DCR message may beis used for both direct and/or indirect link establishments. A target UE receiving the DCR directly from UE1 may continue the link establishment procedure as usual.
3.	The UE-to-UE Relay receives the Direct Communication Request message and verifies if it's configured to relay this application, i.e. it compares the announce ProSe Service Info with its provisioned relay policy/parameters.
	The UE-to-UE Relay forwards the Direct Communication Request message by using its own Layer-2 ID as Source L2 ID and specifies as destination either the target UE Layer-2 ID as specified in the received DCR message or as learned during the prior discovery procedure, or uses the broadcast Layer-2 ID. The UE-to-UE Relay adds an adaptation header containing info identifying UE1. The UE-to-UE Relay additionally includes its unique Relay ID and relay-specific security info. The UE-to-UE Relay keeps the association of UE1 security info as specified in the DCR message and its relay-specific security info as specified with the forwarded DCR message.
NOTE:	The UE-to-UE Relay handles DCR message in the ProSe layer. Any subsequent E2E messages (i.e. PC5-S and data) are forwarded based on UE identifier info specified in the adaptation header.
4.	Target UE (i.e. UE3) receives the DCR message via the UE-to-UE Relay. UE3 is interested in the announced application thus it triggers a PC5 unicast link establishment with the UE-to-UE Relay, if such a link isn't already established between UE3 and this UE-to-UE Relay.
	UE3 may receive multiple DCR messages via different UE-to-UE Relays and even directly from UE1. UE3 may select the UE-to-UE Relay based on locally configured rules. UE3 establishes a PC5 unicast link only with the selected UE-to-UE Relay.
5.	Upon PC5 unicast link establishment between UE3 and the UE-to-UE Relay, the UE-to-UE Relay performs PC5 unicast link establishment with UE1 if none already exists. 
56.	UE3 continues E2E link establishment procedure by initiating the security procedures (i.e. PC5 Authentication and/or PC5 Direct Security Mode procedures) via the selected UE-to-UE Relay (i.e. over the direct PC5 link to the UE-to-UE Relay). UE3 adds an adaptation header including the info identifying UE1, as received with the DCR message, and UE3 security info and may include a UE3 identifier. UE3 associates the security info received on the DCR message and its UE3 security info to create the security context for the extended link. UE3 includes the Relay ID in the first protected message sent to UE1.
	The UE-to-UE Relay forwards the messages from UE3 to UE1 including relay-specific info identifying UE3 in the adaptation header. The UE-to-UE Relay also specifies a relay-specific security info associated to UE3 and UE1 security info as received with the DCR message, and finally may include info identifying UE1 and associated with the DCR message (e.g. UE1 Layer-2 ID used by UE1 when sending the DCR message). UE-to-UE Relay puts its Layer-2 ID as the source and UE1 Layer-2 ID as the destination. The UE-to-UE Relay keeps the association of UE3 security info as specified in message received from UE3 and its relay-specific security info associated to UE3. UE1 keeps track of the security info specified with the received message (i.e. security info associated to UE3) and uses it to create the security context for the extended link.
6.	At the reception of this first message from UE3 via the UE-to-UE Relay, , UE1 extracts the Relay ID and verifies if a PC5 unicast link is already established between UE1 and this UE-to-UE Relay. If none already exists, UE1 triggers a PC5 unicast link establishment procedure before proceeding security procedures of step 5 . UE1 keeps track of the security info specified with the received message (i.e. security info associated to UE3), and uses it to create the security context for the extended link.
7.	Once E2E link security establishment procedures are completed, UE3 completes the E2E link establishment procedure via the UE-to-UE Relay by sending a DCA message to UE1.
8.	UE1 receives the DCA message. An "extended" unicast link is established between UE1 and UE3, via the UE-to-UE Relay. The extended link may be secured end-to-end, i.e. a security association is created between UE1 and UE3.
9.	UE1 and UE3 exchange E2E data via the UE-to-UE Relay, using an adaptation header. The UE-to-UE Relay replaces the fields specified in the adaptation header with relay-specific identifiers, as specified above before forwarding the E2E messages.
Editor's note:	The need and details of the E2E authentication and E2E security procedure will be investigated by SA WG3.
Editor's note:	The details of the adaptation between two PC5 interfaces are confirmed by RAN WG2.
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Editor's note:	This clause will provide evaluation of different solutions.
7.1	Key Issue 1
Solutions #13 and #30 propose means to support Layer 2 UE-UE Relay.
The key difference between Solutions #13 and #30 is that solution #13 triggers the connection setup based on the DIRECT COMMUNICATION REQUEST message (steps 2 and 3 of Figure 6.13.2-1), while solution #30 triggers the connection setup based on discovery, before the DIRECT COMMUNICATION REQUEST is transmitted (steps 3a and 3b of Figure 6.30.2.1.2-1).
It seems that in solution #30, discovery needs to include information about the available target UEs—otherwise it would force the source UE to establish connections with multiple discoverable relays, while waiting to determine which one could deliver the DCR to the desired target UE. This seems somewhat impractical in terms of what the relay UE advertises; a single relay UE may have potential links to many targets, and it may not be feasible to advertise them all proactively. It seems to make more sense to wait for the DCR before establishing the links with the remote UEs. 
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Editor's note:	This clause will list conclusions that have been agreed during the course of the study item activities.
8.1	Key Issue 1
In order to support Layer 2 UE-UE Relay, Solution #13 proceeds to normative work.

**** END OF CHANGES ****
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